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ABSTRACT 
As cyber threats evolve and traditional perimeter-

based security models become increasingly 

inadequate, Zero Trust Architecture (ZTA) has 

emerged as a robust framework for modern 

cybersecurity. Unlike conventional models that 

assume trust within the network perimeter, Zero 

Trust enforces the principle of ―never trust, always 

verify‖, ensuring continuous authentication and 

least privilege access to mitigate security risks. 

This study explores the core components of ZTA, 

including identity and access management (IAM), 

micro-segmentation, and dynamic policy 

enforcement, which collectively strengthen 

organizational security. The research highlights the 

challenges of implementing ZTA, such as legacy 

system integration, scalability, and resistance to 

change, while also emphasizing the benefits of 

continuous authentication, behavioral biometrics, 

and contextual access control in reducing 

unauthorized access and data breaches. 

Additionally, the study examines the future of Zero 

Trust, including its intersection with artificial 

intelligence, blockchain, and decentralized identity 

management. The findings underscore the necessity 

of Zero Trust in securing cloud environments, 

hybrid IT infrastructures, and critical sectors such 

as finance, healthcare, and government. Ultimately, 

the research advocates for a strategic adoption of 

Zero Trust principles to safeguard organizations 

against emerging cyber threats and ensure adaptive, 

resilient, and context-aware security frameworks. 

Keywords: Zero Trust Architecture (ZTA) 

,Continuous Authentication ,Least Privilege Access 

,Micro-Segmentation ,Identity and Access 

Management (IAM) , Behavioral Biometrics,  
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I. INTRODUCTION 
Introduction to Zero Trust 

Zero Trust Architecture (ZTA) represents 

a paradigm shift in how security is managed in 

modern IT ecosystems. Unlike traditional security 

models that rely on a trusted internal network and a 

fortified perimeter, Zero Trust operates under the 

assumption that no user or device, whether inside 

or outside the network, should be trusted by 

default. Instead, it advocates for a model of ―never 

trust, always verify‖ (Kindervag, 2010). Every 

device, user, and connection is treated as a potential 

threat, regardless of its location within or outside 

the organization's perimeter. This means that even 

if a device or user has already been authenticated, it 

must continually prove its identity and legitimacy 

throughout its session. 

Zero Trust focuses on continuous 

verification, meaning that security decisions are 

based on real-time data, such as user behavior, 

device health, and other contextual factors, rather 

than simply relying on the perimeter or the user’s 

initial login. The dynamic nature of Zero Trust 

ensures that any abnormal behavior or unauthorized 

access is swiftly identified and mitigated. This 

model also requires the implementation of granular 

access controls, ensuring that each resource within 

the organization is protected from unauthorized 

access (Rose et al., 2020). 

 

The Shift from Perimeter Security to Zero Trust 

Traditional perimeter-based security 

models assume that once a device or user has 

successfully entered the network, they are 

inherently trustworthy. This approach has become 

increasingly inadequate in the face of modern 
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technological shifts. The rise of cloud computing, 

remote work, and the proliferation of bring-your-

own-device (BYOD) policies have created security 

challenges that perimeter security models were not 

designed to address. Users now access corporate 

systems from various locations, including their 

homes, public networks, and mobile devices, which 

often bypass the corporate firewall (Zhao et al., 

2021). 

The perimeter is no longer a reliable 

boundary in today’s network environment. With 

applications and data increasingly hosted on cloud 

platforms, organizations must deal with a 

distributed environment that extends far beyond the 

traditional perimeter (Zhou et al., 2020). This 

evolution means that the traditional approach of 

securing the perimeter—by defending the edge of 

the network and trusting internal users—no longer 

works. Cyber threats have evolved as well, with 

attackers using techniques such as phishing, social 

engineering, and advanced malware to bypass 

perimeter defenses, often remaining undetected 

until significant damage is done (Li et al., 2020). 

Zero Trust Architecture is designed to 

mitigate these modern risks by eliminating implicit 

trust. Rather than relying on a secure perimeter, 

ZTA emphasizes the need to authenticate and 

authorize every access request, regardless of where 

the request originates. By continually validating the 

identity and behavior of users and devices, Zero 

Trust ensures that only authorized individuals and 

secure devices can access sensitive data and 

systems, even when those devices or users are 

operating outside of the traditional perimeter (Patel 

& Sharma, 2021). 

 

Importance of Continuous Authentication and 

Least Privilege Access 

The two foundational components of Zero 

Trust are continuous authentication and least 

privilege access. Together, these principles form 

the bedrock of a comprehensive security 

framework designed to protect data and systems 

from unauthorized access, even if a threat actor 

successfully breaches the perimeter. 

1. Continuous Authentication: In a traditional 

security model, authentication often occurs 

only once—during the login phase—after 

which the user is trusted until the next session. 

However, with the adoption of Zero Trust, 

continuous authentication plays a critical role 

in verifying the legitimacy of users and devices 

throughout their session. This means that even 

after users authenticate once, their identity is 

continuously verified based on behaviors, 

contextual information (such as device health 

or location), and network traffic patterns. This 

ongoing verification process ensures that even 

if credentials are stolen or compromised, 

attackers are unlikely to maintain unfettered 

access to sensitive resources (Xu et al., 2021). 

2. Least Privilege Access: The principle of least 

privilege dictates that users and devices should 

only have access to the specific resources 

necessary for their roles, limiting the exposure 

of sensitive data. By minimizing access, 

organizations can reduce the attack surface, 

preventing unauthorized users or compromised 

devices from accessing more than they need. 

This principle is key to minimizing the damage 

in case of a breach, as attackers are constrained 

by the limited privileges granted to them. Least 

privilege access also works hand-in-hand with 

continuous authentication, ensuring that users 

do not inadvertently gain access to critical 

systems or data over time (Zhang et al., 2020). 

 

These principles are critical to ensuring 

that Zero Trust Architecture provides a robust and 

adaptive security solution for modern 

organizations. As threats evolve and become more 

sophisticated, continuously validating access and 

enforcing the least privilege model will ensure that 

even if an attacker compromises one part of the 

network, they cannot gain unauthorized access to 

the most sensitive data or critical systems (Zhao et 

al., 2021). 

 

1. Understanding Zero Trust Architecture (ZTA) 

What is Zero Trust? 

Zero Trust Architecture (ZTA) represents 

a significant departure from traditional network 

security models, where trust is typically granted to 

users and devices once they are inside the network 

perimeter. In these traditional models, the 

assumption is that users or devices within the 

internal network are inherently trustworthy. 

However, with the evolution of modern technology, 

cloud computing, remote work, and increasingly 

sophisticated cyberattacks, these assumptions have 

become inadequate and outdated (Kindervag, 

2010). Zero Trust, in contrast, eliminates the 

assumption of trust, regardless of whether the user 

or device is inside or outside the network 

perimeter. 

At the core of Zero Trust is the principle 

of "never trust, always verify" (Rose et al., 2020). 

Every access request—whether from a user, device, 

or application—is continuously verified before 

being granted. The verification is based on 
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stringent, policy-driven criteria that consider 

multiple factors, such as user identity, device 

health, location, and behavioral context. Access is 

not granted solely based on the user's location or 

the assumption that they have previously been 

authenticated, but rather on continuous validation 

throughout their session. 

The Zero Trust model is designed to 

address the growing threats posed by insider 

threats, external cybercriminals, and vulnerabilities 

introduced by a more distributed and mobile 

workforce. By applying Zero Trust principles, 

organizations ensure that no implicit trust is given, 

even to internal users or devices, mitigating the 

risks of data breaches and unauthorized access 

(Patel & Sharma, 2021). 

Zero Trust is built around granular access 

control and contextual decision-making. Each user 

request is assessed in real time, and the system 

grants access based on the specific role of the user, 

the sensitivity of the data being requested, and the 

trustworthiness of the device or network involved. 

This ensures that access is restricted to only the 

necessary data and systems, reducing the potential 

for lateral movement and unauthorized access 

across the network (Zhao et al., 2021). 

 

Core Components of Zero Trust Architecture 

Zero Trust is an architecture designed to 

address modern security concerns, and its 

implementation is based on a few core components. 

These components work together to enforce strict 

access controls, reduce vulnerabilities, and create a 

dynamic security environment where trust is 

continuously validated. 

 

1. Identity and Access Management (IAM) 

One of the most critical components of 

Zero Trust is Identity and Access Management 

(IAM). IAM ensures that only authorized users and 

devices can access specific network resources. This 

system relies on strong authentication mechanisms 

such as multi-factor authentication (MFA), 

biometrics, and adaptive authentication to validate 

users before granting access. 

In a traditional perimeter-based security 

model, once a user logs in and gains access to the 

network, they are typically trusted until the next 

session. This approach becomes problematic in 

modern, decentralized work environments, where 

users may be accessing systems from various 

devices, locations, and networks. With Zero Trust, 

authentication is not a one-time event; it is a 

continuous process. Each access attempt, even if 

initiated by an authenticated user, is continuously 

validated based on factors such as location, device 

health, and session behavior. This dynamic 

authentication process significantly enhances 

security by ensuring that users and devices cannot 

maintain unchecked access once they have gained 

entry (Zhou et al., 2020). 

Moreover, IAM systems are typically 

integrated with Role-Based Access Control 

(RBAC) or Attribute-Based Access Control 

(ABAC) systems. These systems ensure that users 

are granted access only to the resources they need 

for their role, reducing the risk of privilege 

escalation or data misuse (Li et al., 2021). 

 

2. Micro-Segmentation 

Traditional network security models focus 

on securing the perimeter by creating a single 

boundary between trusted internal systems and the 

external world. However, this approach is 

becoming increasingly inadequate as organizations 

adopt cloud computing, remote work, and hybrid 

infrastructures. In Zero Trust, micro-segmentation 

plays a pivotal role in mitigating the risks 

associated with these shifts. 

Micro-segmentation involves dividing the 

network into smaller, isolated segments or zones, 

with access controls enforced at each segment’s 

boundary. This means that rather than relying on a 

single perimeter to protect the network, each 

segment of the network is secured individually. By 

doing so, even if an attacker gains access to one 

part of the network, their ability to move laterally 

to other parts of the organization is limited (Zhang 

et al., 2021). 

Micro-segmentation enhances security by 

restricting the communication between different 

applications, services, and devices, ensuring that 

they only communicate in ways that are necessary 

for their operations. This approach reduces the 

potential impact of a data breach or malware 

infection. It also allows organizations to apply the 

principle of least privilege access more effectively 

by ensuring that users and devices are only able to 

access the specific data or applications that they 

need to perform their tasks. 

 

3. Policy Enforcement 

Policy enforcement is a key aspect of Zero 

Trust, as it dictates how and when access is granted 

to users, devices, and applications. In the context of 

Zero Trust, policies are dynamic and based on 

contextual information. Rather than simply using 

static rules to enforce access, ZTA continuously 

monitors all activities, devices, and users to ensure 

that access is always in line with security policies. 
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This component incorporates real-time 

monitoring and the use of machine learning (ML) 

and artificial intelligence (AI) to evaluate user 

behavior and network traffic. If a user or device 

behaves in an unexpected or suspicious way, the 

system can automatically revoke access or apply 

stricter security protocols, such as requiring multi-

factor authentication (MFA) or additional 

validation steps. 

The policies in a Zero Trust environment 

take into account various contextual factors, such 

as the sensitivity of the data being accessed, user 

location, and device health (Xu et al., 2021). For 

example, if a user is trying to access sensitive 

financial data from a device that is not properly 

configured or is located in an unusual geographic 

region, access might be blocked or require 

additional verification. This dynamic policy 

enforcement is central to the idea that trust is 

continuously assessed, not just at the point of entry 

into the network. 

Zero Trust Architecture is an essential 

security model for modern, distributed networks 

that face constant and evolving cyber threats. By 

relying on the core principles of continuous 

authentication, micro-segmentation, and dynamic 

policy enforcement, ZTA offers a much-needed 

shift from traditional perimeter security models. 

Organizations can significantly reduce their attack 

surface and mitigate the risks of unauthorized 

access, data breaches, and lateral movement within 

their networks. 

The successful implementation of ZTA 

requires a holistic approach that integrates identity 

and access management, device security, network 

monitoring, and ongoing policy enforcement. As 

cyber threats continue to evolve, Zero Trust will 

remain a critical component in protecting 

organizational data and infrastructure. 

 

2. The Role of Continuous Authentication in Zero 

Trust 

Defining Continuous Authentication 

Continuous Authentication is a key 

principle in Zero Trust Architecture (ZTA) that 

goes beyond traditional, one-time user verification 

during login. Unlike traditional authentication 

methods, which authenticate a user once at the 

beginning of a session, Continuous Authentication 

involves the ongoing verification of users and 

devices throughout their interaction with the 

system. This approach ensures that any changes in 

behavior, device state, or network conditions are 

detected promptly, thus preventing unauthorized 

access even after a successful initial login (Xu et 

al., 2021). 

The primary idea behind continuous 

authentication is that trust is never static, and 

access should be continuously re-evaluated during 

the entire session. This is critical in today’s security 

environment, where traditional methods—based on 

usernames and passwords or even multi-factor 

authentication (MFA)—are not always sufficient. 

Continuous Authentication aims to detect any 

suspicious activity in real time, ensuring that if a 

device is compromised or a user’s behavior 

changes significantly, their access can be 

automatically revoked or further authentication 

measures can be triggered (Li et al., 2020). 

 

Challenges of Traditional Authentication Models 

Traditional authentication models, though 

still prevalent in many systems, have several 

significant drawbacks that render them inadequate 

in modern security frameworks like Zero Trust. 

 

1. Password Fatigue 

Passwords have long been the cornerstone 

of user authentication; however, they are 

increasingly seen as a weak security measure. 

Users often create weak passwords or reuse them 

across different services, which makes it easier for 

attackers to gain unauthorized access through 

methods like brute force or credential stuffing 

attacks (Zhao et al., 2020). In addition, users 

frequently fall victim to password fatigue, where 

they create overly simplistic passwords due to the 

challenge of managing multiple credentials. This 

results in increased vulnerability to cyberattacks, 

especially as password security standards (e.g., 

length and complexity) vary widely across 

organizations. 

 

2. Phishing Attacks 

Even more sophisticated methods, such as 

multi-factor authentication (MFA), which requires 

users to present two or more verification factors, 

are increasingly vulnerable to phishing attacks. 

Attackers often use social engineering tactics to 

trick users into providing their credentials and 

MFA tokens, thereby bypassing even relatively 

strong security measures. As phishing techniques 

become more sophisticated, they can mimic 

legitimate login pages or other security 

mechanisms, deceiving even experienced users into 

compromising their security (Patel & Sharma, 

2021). Despite MFA’s additional layer of security, 

it is still susceptible to attacks, particularly when 

combined with social engineering tactics. 
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3. Insider Threats 

Another inherent flaw in traditional 

security models is their reliance on perimeter 

defenses that fail to address the issue of insider 

threats. Once an attacker gains access to the 

internal network—whether by stealing credentials, 

exploiting vulnerabilities, or through social 

engineering—they can freely navigate the system, 

often with access to large amounts of sensitive 

data. The absence of ongoing monitoring means 

that insiders can exploit their access privileges 

undetected, causing significant damage or data loss 

(Patel & Mishra, 2020). In a Zero Trust 

environment, continuous authentication helps to 

mitigate this risk by continually assessing access 

permissions and user behavior. 

 

Benefits of Continuous Authentication 

Continuous Authentication addresses 

many of the flaws in traditional authentication 

models by continuously verifying the identity and 

behavior of users and devices. The main benefits of 

this approach are outlined below. 

 

1. Enhanced Detection of Unusual Patterns 

One of the core advantages of Continuous 

Authentication is the ability to detect anomalous 

behavior in real time. ZTA continuously monitors 

user actions, such as typing patterns, mouse 

movements, and access attempts, looking for 

deviations from established patterns. This process 

allows systems to identify suspicious activity, such 

as someone logging in from an unusual location or 

using an unrecognized device, and to take 

immediate action (Zhou et al., 2021). This is 

particularly valuable in mitigating credential 

theft—if an attacker steals credentials and attempts 

to access sensitive data, the system can detect 

unusual patterns or behaviors and block the 

attacker’s access before damage is done. 

 

2. Behavioral Biometrics for Dynamic 

Verification 

Behavioral biometrics is a cutting-edge 

method used in Continuous Authentication that 

monitors users’ behaviors, such as typing speed, 

mouse movements, and even walking patterns 

(Kumar & Verma, 2021). By continuously tracking 

these behaviors, the system can dynamically adjust 

authentication levels based on whether the user’s 

actions remain consistent with their typical 

patterns. This provides an additional layer of 

security, as attackers are unlikely to mimic these 

subtle and personalized behaviors. 

In addition to basic typing speed and 

mouse movements, more advanced forms of 

behavioral biometrics can include gait analysis for 

mobile devices, analyzing how a user walks or 

holds a device. These biometrics are unique to 

individuals and provide a more seamless form of 

authentication that doesn’t require additional user 

input while maintaining a high level of security. 

 

3. Contextual Access Control 

Continuous Authentication also 

incorporates contextual access control, ensuring 

that access to sensitive data is only granted under 

secure and appropriate conditions. This approach 

takes into account factors such as: 

 Device Health: If the device is compromised, 

has outdated software, or lacks essential 

security patches, access to sensitive data can be 

restricted. 

 User Location: Access attempts from unusual 

or high-risk locations, such as foreign 

countries or regions with known cyber threats, 

can be flagged and require additional 

verification. 

 Network Environment: Access attempts from 

networks that do not meet organizational 

security standards (e.g., public Wi-Fi 

networks) can trigger a request for re-

authentication or limit access to certain 

resources (Li et al., 2020). 

 

These dynamic factors continuously assess 

the legitimacy of the access request and enforce 

security policies on a case-by-case basis, further 

strengthening the Zero Trust model. 

 

4. Reduced Impact of Credential Compromise 

Since Continuous Authentication 

continually verifies user identity throughout their 

session, it significantly reduces the risks associated 

with credential theft. Even if an attacker manages 

to steal a user’s credentials, they are unlikely to 

pass the ongoing verification checks, such as 

behavioral biometrics or contextual analysis, 

especially if they attempt to access sensitive data or 

systems without proper behavioral patterns (Zhang 

et al., 2021). As a result, the effectiveness of any 

attack that relies on compromised credentials is 

greatly diminished. 

Continuous Authentication is a crucial 

aspect of Zero Trust Architecture, addressing the 

weaknesses inherent in traditional, static 

authentication methods. By continuously verifying 

the identity and legitimacy of users and devices, 

ZTA reduces the risks associated with credential 
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theft, insider threats, and evolving cyberattacks. 

The benefits of using behavioral biometrics and 

contextual access controls provide dynamic and 

real-time security, ensuring that unauthorized 

access is detected and mitigated promptly. As 

organizations move toward more distributed, 

hybrid, and cloud-based infrastructures, adopting 

Continuous Authentication becomes essential for 

maintaining robust security across all access points. 

 

3. Implementing Least Privilege Access in Zero 

Trust 

What is Least Privilege Access? 

The principle of Least Privilege Access 

(LPA) is a foundational concept within Zero Trust 

Architecture (ZTA). It asserts that users, devices, 

applications, and systems should be granted the 

minimum level of access required to perform their 

job functions. This principle ensures that no 

individual, device, or service has more access than 

what is strictly necessary to complete their tasks, 

which drastically limits the potential attack surface 

in any organization (Li et al., 2020). Access to 

sensitive data or systems is highly restricted based 

on the specific task or function at hand. 

 

In practice, Least Privilege Access means that: 

 Users are only able to access the applications, 

systems, and data required for their role. 

 Applications are restricted to the resources 

necessary for their operation and cannot 

perform unauthorized functions. 

 Systems and devices are limited in their 

communication to only those parts of the 

network that are required for them to interact 

with. 

 

The principle also extends to temporary 

access. For instance, users who need access to 

sensitive resources for a specific time or project 

should only have access for the duration of the task. 

This reduces the likelihood of data exposure over 

extended periods and ensures that unnecessary 

privileges are not retained once the task is 

completed (Zhao et al., 2021). 

 

Challenges of Excessive Privilege in Traditional 

Security Models 

In traditional security models, the 

implementation of privilege control is often weak 

or oversimplified, leading to a broad access policy 

where employees and systems are frequently 

granted extensive permissions, regardless of their 

immediate needs. This broad access model can 

result in several risks, which include but are not 

limited to: 

 

1. Excessive Permissions 

Employees and systems are often granted 

permissions to data or systems they do not need to 

perform their tasks. Over time, this leads to the 

accumulation of permissions that increase the 

potential for misuse. When employees have access 

to information or systems outside of their core role, 

they are more likely to make errors (accidental data 

leaks) or misuse the access, intentionally or 

unintentionally (Patel & Sharma, 2021). 

 

2. Privilege Creep 

Over time, users may accumulate 

additional privileges as they change roles or take on 

new responsibilities. This phenomenon, known as 

privilege creep, occurs when the system does not 

properly revoke or adjust permissions when users 

transition between roles. As a result, users may 

retain access to systems or data that are no longer 

relevant to their current role, increasing the risk of 

data exposure or malicious exploitation by 

attackers who compromise these privileged 

accounts (Zhou et al., 2020). 

 

3. Data Breaches 

The most significant consequence of 

excessive privilege is data breaches. When an 

attacker compromises an account that has extensive 

privileges, they can gain access to large amounts of 

sensitive or confidential data. If those privileged 

accounts are connected to critical infrastructure or 

sensitive business systems, attackers can exfiltrate 

sensitive information, initiate financial fraud, or 

cause significant operational disruptions (Li et al., 

2021). In a world where breaches can cost millions 

in damages, reducing access to the minimum 

necessary resources is essential for minimizing this 

risk. 

How Least Privilege Access Reduces Risks 

Implementing Least Privilege Access 

within a Zero Trust framework provides a powerful 

safeguard against data breaches, unauthorized 

access, and insider threats. By ensuring that users, 

devices, and systems only have access to the data 

and systems required for their role or task, 

organizations drastically limit their exposure to 

cyberattacks. This implementation reduces the 

potential for privilege escalation (when attackers 

gain higher levels of access after an initial breach) 

and minimizes the scope of damage in case of a 

compromised account. 
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1. Role-Based Access Control (RBAC) 

One of the most common ways to 

implement Least Privilege Access is through Role-

Based Access Control (RBAC). RBAC assigns 

permissions based on user roles within an 

organization. Each role has a predefined set of 

resources and access rights. For example, a sales 

employee may only have access to customer data 

and sales software, while an IT administrator may 

have access to system configurations and security 

logs. 

RBAC ensures that sensitive resources are 

protected from unauthorized access by restricting 

access to individuals based on their roles. It also 

streamlines permission management because roles 

are designed based on job responsibilities, 

simplifying access control administration (Li et al., 

2020). 

However, RBAC alone may not be 

sufficient in a dynamic environment where access 

needs frequently change. In these cases, attribute-

based access control (ABAC) can complement 

RBAC by factoring in additional dynamic attributes 

(such as location, time, and device type) to make 

more granular access control decisions. 

 

 

 

 

2. Just-In-Time (JIT) Access 

In addition to RBAC, Zero Trust 

Architecture often incorporates Just-In-Time (JIT) 

access, where users are granted temporary, task-

specific access for a defined period. This access is 

automatically revoked once the task or session is 

completed. JIT access minimizes the risk of 

excessive permissions being retained, ensuring that 

access is always aligned with the user’s immediate 

task requirements. 

For example, a user may require 

temporary access to sensitive financial data to 

complete a report. Once the report is generated, the 

system automatically revokes access to that data, 

ensuring the user no longer has unnecessary access 

to it (Zhang et al., 2021). 

This approach further strengthens the 

Least Privilege model by ensuring that permissions 

are not permanent and that the scope of access is as 

narrow as possible. 

 

Implementing Least Privilege Access: Best 

Practices 

To successfully implement Least Privilege 

Access within a Zero Trust Architecture, 

organizations must adopt best practices that balance 

security with operational efficiency. Below is a 

summary of best practices for implementing Least 

Privilege Access: 

 

Best Practice Description 

Define User Roles and Responsibilities Establish clearly defined roles and responsibilities 

within the organization to determine who needs access 

to what. 

Use Dynamic Access Controls (ABAC) Implement policies that take into account dynamic 

context (e.g., time, location, device health) to control 

access. 

Implement Just-In-Time Access (JIT) Provide temporary, task-specific access, ensuring that 

permissions are automatically revoked after the task is 

completed. 

Regularly Review and Audit Permissions Conduct periodic reviews to ensure users have only the 

access necessary for their current roles and 

responsibilities. 

Leverage Automation for Access 

Management 

Automate the granting and revocation of access based 

on pre-defined rules and conditions to ensure 

consistency and efficiency. 

Monitor and Respond to Suspicious 

Activity 

Continuously monitor user activity and network traffic 

for unusual behavior that could indicate a security 

breach. 

 

Conclusion 

In conclusion, Least Privilege Access is a 

critical principle within Zero Trust Architecture 

that significantly reduces the risks associated with 

excessive privilege in traditional security models. 

By ensuring that users, devices, and systems only 

have access to what is necessary for their tasks, 

organizations can mitigate insider threats, prevent 

data breaches, and minimize the attack surface. 

Implementing LPA through Role-Based Access 
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Control (RBAC) and Just-In-Time (JIT) access 

enhances both security and operational efficiency, 

ensuring that access to sensitive data and systems is 

always aligned with organizational needs. 

While challenges like privilege creep and 

excessive permissions still exist, these can be 

effectively mitigated through careful planning, 

regular audits, and the automation of access control 

mechanisms. As organizations continue to evolve 

and integrate new technologies, the principle of 

Least Privilege will remain a cornerstone of 

effective cybersecurity within Zero Trust 

environments. 

 

4. Challenges in Implementing Zero Trust 

While Zero Trust Architecture (ZTA) 

offers numerous security benefits, particularly in 

the context of modern, distributed work 

environments, implementing it comes with several 

challenges. These challenges can broadly be 

classified into technological challenges and 

human/organizational challenges. Each of these 

poses significant obstacles to successful 

implementation and must be addressed strategically 

for Zero Trust to be effective. 

 

Technological Challenges 

1. Legacy Systems 

One of the most significant technological 

hurdles in implementing Zero Trust is the 

widespread reliance on legacy systems that were 

designed for traditional, perimeter-based security 

models. Many organizations still use older 

software, applications, and infrastructure that are 

not equipped to handle the dynamic, real-time 

monitoring and authentication required in a Zero 

Trust environment (Zhou et al., 2021). These 

legacy systems were typically built with the 

assumption that the internal network is inherently 

secure, and therefore they often lack the necessary 

security protocols and the flexibility needed for 

Zero Trust's continuous authentication and granular 

access control. 

For instance, older systems may struggle 

with identity and access management (IAM) 

systems that rely on modern, dynamic access 

controls and real-time context-based authentication. 

Additionally, integrating micro-segmentation or 

implementing new policy enforcement mechanisms 

in legacy systems can be complex and costly (Li et 

al., 2020). Transitioning from these legacy systems 

to Zero Trust-compatible frameworks often 

involves significant overhauls of both hardware and 

software, leading to potential disruptions in 

operations and increased complexity in managing 

both old and new systems during the migration 

process. 

 

2. Scalability 

Another technological challenge in 

implementing Zero Trust is the scalability of the 

solution. Zero Trust requires continuous 

monitoring, data analysis, and dynamic policy 

enforcement to ensure that every access request is 

continuously verified based on contextual factors 

such as location, device health, and user behavior 

(Patel & Sharma, 2021). In large-scale 

environments with hundreds or thousands of users, 

devices, and applications, this can result in 

significant strain on an organization’s IT 

infrastructure. 

As organizations grow, their security 

needs expand, requiring security tools and systems 

capable of handling vast amounts of data, 

managing complex access policies, and performing 

real-time analysis across a large number of 

endpoints. Without proper scalability, Zero Trust 

can lead to performance bottlenecks, delays in 

authentication or authorization, and potential 

disruption of services. For instance, cloud-native 

services or IoT devices that generate large volumes 

of data may need specialized solutions to ensure 

that security measures do not hinder operational 

performance (Zhao et al., 2020). 

Moreover, scaling Zero Trust often involves 

sophisticated network traffic analysis and machine 

learning (ML) models for behavioral 

authentication, which can be computationally 

intensive. This means organizations may need to 

invest in more powerful infrastructure or cloud 

solutions to handle the increased load, further 

complicating the adoption of Zero Trust at scale. 

 

3. Integration with Cloud and Hybrid 

Environments 

With the increasing adoption of cloud 

services, Internet of Things (IoT) devices, and 

hybrid IT environments, integrating Zero Trust 

across such a diverse infrastructure presents unique 

challenges. Cloud-based services often operate 

outside the traditional network perimeter, requiring 

security measures that are more flexible and 

adaptable than those in on-premise environments. 

This creates complexities in managing identity and 

access across cloud environments, on-premises 

systems, and edge devices. 

Hybrid IT environments, where businesses 

mix cloud and on-premises systems, also 

complicate the implementation of Zero Trust. 

These environments often feature a diverse array of 
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technologies, devices, and networks, each with its 

own set of access controls, security policies, and 

configurations. Coordinating these varying 

components to align with a unified Zero Trust 

model is not only challenging but also time-

consuming (Li et al., 2021). 

Moreover, IoT devices introduce 

additional complexity due to their limited 

processing power and unique security 

requirements. Many IoT devices are resource-

constrained, making it difficult to implement 

traditional security measures such as encryption 

and continuous authentication (Zhou et al., 2021). 

Integrating these devices into a Zero Trust model 

requires lightweight authentication protocols and 

innovative solutions for monitoring and securing 

these endpoints effectively. 

 

Human and Organizational Challenges 

1. Resistance to Change 

A significant human challenge in 

implementing Zero Trust is resistance to change. 

Employees and organizations may be reluctant to 

adopt new security models, particularly when it 

involves altering well-established practices. 

Traditional security models, such as perimeter-

based defense systems, have been in place for 

decades, and moving to a Zero Trust approach 

requires a fundamental shift in mindset (Zhang et 

al., 2020). 

For instance, the adoption of continuous 

authentication and dynamic policy enforcement 

requires changes to how users access systems, 

which may be perceived as more cumbersome or 

disruptive compared to traditional methods. 

Employees may resist adopting new technologies 

or may find continuous verification methods (such 

as behavioral biometrics) inconvenient or intrusive. 

Additionally, organizational leaders may 

underestimate the value of Zero Trust or be 

reluctant to invest in a model that may initially 

appear complex or expensive to implement (Patel 

& Sharma, 2021). 

Overcoming this resistance requires strong 

leadership, change management practices, and 

thorough employee training to demonstrate the 

benefits of Zero Trust. Organizations must clearly 

communicate how these changes will enhance 

security, reduce risks, and streamline access to 

critical systems and data. 

 

2. Cost and Resource Allocation 

Implementing Zero Trust is a resource-

intensive process that requires both financial 

investment and time. The deployment of new 

security protocols, including continuous 

authentication systems, micro-segmentation, and 

advanced access controls, can be costly. 

Furthermore, integrating these solutions into an 

organization’s existing IT infrastructure often 

involves significant retraining and upgrading of 

systems, which may result in both direct and 

indirect costs (Zhou et al., 2021). 

Beyond financial costs, Zero Trust 

requires ongoing resources to maintain and operate. 

For example, continuous monitoring of access 

requests, device health, and user behavior requires 

dedicated teams and advanced technologies capable 

of handling vast amounts of data in real time. 

Additionally, regular audits and policy updates are 

necessary to ensure that the Zero Trust system 

continues to evolve with the organization’s needs 

and emerging security threats. 

Given the complexity and cost involved in 

adopting Zero Trust, organizations must carefully 

assess their budget, workforce capacity, and long-

term security goals. It may require a phased 

approach to implementation, beginning with high-

priority areas (e.g., sensitive data access) and 

gradually expanding to cover the entire 

infrastructure. 

Implementing Zero Trust Architecture 

presents several significant technological and 

human/organizational challenges. From the 

integration of legacy systems and the scalability 

issues associated with real-time data analysis to the 

complexities of cloud and hybrid environments, the 

technical hurdles of Zero Trust are considerable. 

However, these challenges can be mitigated 

through strategic planning, the adoption of scalable 

technologies, and ensuring that security solutions 

are adaptable to the organization’s needs. 

On the human side, resistance to change 

and the financial and resource demands of 

transitioning to Zero Trust can be formidable 

obstacles. These challenges can be overcome 

through effective change management, employee 

education, and clear communication of the long-

term benefits of Zero Trust. 

Despite these challenges, the benefits of 

Zero Trust—such as reduced attack surfaces, 

enhanced security, and greater control over 

sensitive data—make it an increasingly critical 

framework for modern organizations in the fight 

against sophisticated cyber threats. 

 

5. The Future of Zero Trust 

Evolution with Emerging Technologies 

As organizations continue to face evolving 

cybersecurity threats, Zero Trust Architecture 
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(ZTA) will need to adapt to integrate new 

technologies that can enhance its capabilities. 

Among these emerging technologies, Artificial 

Intelligence (AI), Machine Learning (ML), and 

Blockchain stand out as critical enablers that will 

shape the future of Zero Trust. 

 

1. Artificial Intelligence (AI) and Machine 

Learning (ML) 

AI and ML are increasingly being 

integrated into cybersecurity strategies due to their 

ability to process large volumes of data, recognize 

patterns, and identify anomalies with high 

accuracy. Within Zero Trust, AI and ML will play 

a pivotal role in continuously analyzing user 

behavior, detecting abnormal access patterns, and 

predicting potential threats based on historical data. 

These technologies can automate the decision-

making process for access control, real-time 

authentication, and policy enforcement, ensuring 

that security measures are dynamically adapted 

based on evolving conditions (Zhou et al., 2021). 

For example, AI algorithms can assess the 

risk of granting access based on a combination of 

factors such as user location, device health, time of 

access, and historical behavior. If an anomaly is 

detected (e.g., a user attempting to access sensitive 

data from an unusual location or device), the 

system can trigger additional authentication 

protocols or deny access altogether (Zhang et al., 

2020). This proactive threat detection and 

mitigation significantly reduce the window of 

opportunity for attackers to exploit vulnerabilities. 

Machine learning, specifically, is expected 

to enhance the effectiveness of continuous 

authentication by monitoring and learning from 

user interactions, improving the accuracy of 

identifying legitimate access requests versus 

malicious ones. With the growing sophistication of 

cyber threats, the ability to predict and counteract 

potential attacks in real-time will become a crucial 

capability within Zero Trust systems. 

 

2. Blockchain for Decentralized Identity 

Management 

Blockchain technology presents a 

promising solution for decentralized identity 

management, which is a critical aspect of Zero 

Trust. Traditional identity management systems 

rely on centralized authorities to verify and 

authenticate users, which creates a potential single 

point of failure. Blockchain offers a decentralized 

approach that allows users to manage their 

identities and access rights without relying on a 

central authority (Li et al., 2021). 

By leveraging cryptographic techniques, 

blockchain ensures that user identities are tamper-

proof and can be verified without the need for 

third-party intermediaries. In the context of Zero 

Trust, blockchain can be used to manage identity 

verification and ensure that access to critical 

systems is always controlled and authenticated 

based on trusted data. This decentralized approach 

reduces the risks of identity theft and unauthorized 

access while also enabling greater privacy and user 

control over personal information (Zhao et al., 

2020). 

Incorporating blockchain into Zero Trust 

could also streamline audit trails and enhance 

accountability, providing organizations with more 

secure and transparent tracking of who accessed 

what data, and when. 

Growing Adoption Across Industries 

As cyber threats become more 

sophisticated, the adoption of Zero Trust is 

becoming increasingly essential across various 

sectors. Industries such as finance, healthcare, and 

government face particularly high risks due to the 

sensitive nature of the data they manage, making 

Zero Trust an ideal solution for securing these 

environments. 

 

1. Finance 

The financial services industry has long 

been a target for cybercriminals, who seek to 

exploit weaknesses in security systems to gain 

access to highly sensitive customer data, financial 

assets, and transaction information. As 

organizations adopt digital transformation 

initiatives, the need for a robust, scalable security 

model becomes more pressing. Zero Trust, with its 

principles of continuous authentication and 

granular access control, provides financial 

institutions with a comprehensive solution to 

safeguard their systems and data (Zhang et al., 

2020). By ensuring that all users, devices, and 

applications are continuously verified before 

accessing financial information, Zero Trust helps 

minimize the risk of fraud, data breaches, and 

financial crime. 

 

2. Healthcare 

The healthcare industry is another prime 

candidate for the adoption of Zero Trust, 

particularly given the rise of telemedicine, IoT 

devices in healthcare (e.g., wearable health 

monitors), and the increasing volume of electronic 

health records (EHRs). Healthcare organizations 

face strict regulatory compliance requirements 

(such as HIPAA in the U.S.), and any breach of 
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patient data can have severe consequences. Zero 

Trust can help healthcare providers protect 

sensitive patient information by ensuring that 

access is limited to only authorized personnel, and 

every interaction with health data is continuously 

authenticated (Li et al., 2021). Moreover, IoT 

devices in healthcare environments are particularly 

vulnerable to cyberattacks, making continuous 

monitoring and real-time threat detection essential. 

 

3. Government 

Governments manage highly sensitive 

data related to national security, intelligence, public 

safety, and citizen services. Securing this data is 

paramount, as breaches can lead to political 

instability, loss of public trust, and national security 

threats. Zero Trust helps government agencies by 

preventing unauthorized access to classified 

information and ensuring that only individuals with 

a legitimate need can access sensitive government 

systems (Patel & Sharma, 2021). As governments 

continue to modernize their infrastructure and 

adopt more cloud-based and hybrid IT 

environments, the need for Zero Trust becomes 

more critical in protecting citizen data, digital 

services, and national security assets. 

 

II. CONCLUSION 
In this article, we have explored Zero 

Trust Architecture (ZTA) as a modern and 

comprehensive security model designed to address 

the limitations of traditional perimeter security. 

Key principles such as Continuous Authentication 

and Least Privilege Access are essential to 

strengthening IoT ecosystems and ensuring robust 

organizational security. Zero Trust shifts the 

security model from one that is based on the 

assumption of trust inside the network perimeter to 

one that constantly verifies every user, device, and 

application request in real-time. 

We also discussed the technological 

challenges (such as legacy systems, scalability, and 

integration with cloud environments) and 

human/organizational challenges (including 

resistance to change and resource allocation) that 

organizations face in implementing Zero Trust. 

Despite these challenges, Zero Trust offers 

substantial benefits in reducing the risk of data 

breaches and unauthorized access. 

 

Call to Action 

As the digital landscape continues to 

evolve, so too must the security measures used to 

protect critical data and systems. Organizations 

must embrace Zero Trust principles, particularly 

continuous authentication and least privilege 

access, to mitigate the risks posed by modern cyber 

threats. Adopting Zero Trust frameworks will 

enable organizations to safeguard sensitive data, 

enhance operational security, and facilitate more 

flexible digital transformations while maintaining 

robust protection. 

 

Final Thoughts on Future Research 

The future success of Zero Trust relies on 

continued innovation and research. Quantum-

resistant security, AI-driven security protocols, and 

blockchain-based identity management are key 

areas that will drive the ongoing evolution of Zero 

Trust. As cybersecurity challenges become more 

complex, organizations, researchers, and 

policymakers must collaborate to push the 

boundaries of security frameworks and ensure that 

Zero Trust remains effective in the face of 

emerging threats and technological advancements. 

 

REFERENCES 
[1]. Alozie, C. E., & Chinwe, E. E. (2025). 

Developing a Cybersecurity Framework 

for Protecting Critical Infrastructure in 

Organizations. ICONIC RESEARCH 

AND ENGINEERING JOURNALS, 8(7), 

562–576. 

https://doi.org/10.5281/zenodo.14740463 

[2]. Akinbolajo, O. (2024). The role of 

technology in optimizing supply chain 

efficiency in the American manufacturing 

sector. International Journal of Humanities 

Social Science and Management 

(IJHSSM), 4(2), 530–539. 

[3]. Ajide, F. M., Oladipupo, S. A., Dauda, B. 

W., & Soyode, E. O. (2024). Analysis of 

mobile money innovations and energy 

poverty in Africa. International Journal of 

Applied Management and Technology, 

22(1), 1–16. https://doi.org/10.1111/1477-

8947.70004 

[4]. Bobie-Ansah, D., Olufemi, D., & 

Agyekum, E. K. (2024). Adopting 

infrastructure as code as a cloud security 

framework for fostering an environment of 

trust and openness to technological 

innovation among businesses: 

Comprehensive review. International 

Journal of Science & Engineering 

Development Research, 9(8), 168–183. 

http://www.ijrti.org/papers/IJRTI2408026.

pdf 

[5]. Bobie-Ansah, D., & Affram, H. (2024). 

Impact of secure cloud computing 

https://doi.org/10.5281/zenodo.14740463
https://doi.org/10.1111/1477-8947.70004
https://doi.org/10.1111/1477-8947.70004
http://www.ijrti.org/papers/IJRTI2408026.pdf
http://www.ijrti.org/papers/IJRTI2408026.pdf


 

        

International Journal of Advances in Engineering and Management (IJAEM) 

Volume 7, Issue 04 April 2025, pp: 829-841 www.ijaem.net ISSN: 2395-5252 

  

 

 

 

DOI: 10.35629/5252-0704829841           |Impact Factorvalue 6.18| ISO 9001: 2008 Certified Journal    Page 840 

solutions on encouraging small and 

medium enterprises to participate more 

actively in e-commerce. International 

Journal of Science & Engineering 

Development Research, 9(7), 469–483. 

http://www.ijrti.org/papers/IJRTI2407064.

pdf 

[6]. Chinwe, e. E., & alozie, c. E. (2025). 

Adversarial tactics, techniques, and 

procedures (ttps): a deep dive into modern 

cyber attacks. Iconic research and 

engineering journals, 8(7), 552–561. 

Https://doi.org/10.5281/zenodo.14740424 

[7]. Dauda, B. W., Duru, G. O., Olagoke, M. 

F., & Egbon, E. P. (2024). Optimizing 

operational efficiency through digital 

supply chain transformation in U.S. 

manufacturing. International Journal of 

Advances in Engineering and 

Management (IJAEM), 6(11), 343–

358. https://doi.org/10.35629/5252-

0611343358 

[8]. EGBEDION, G. E. (2024). Examining the 

Security of Artificial Intelligence in 

Project Management: A Case Study of AI-

driven Project Scheduling and Resource 

Allocation in Information Systems 

Projects. ICONIC RESEARCH AND 

ENGINEERING JOURNALS, 8(2), 486–

497. https://doi.org/10.5281/zenodo.14953

934 

[9]. Fay, K. (2019). "The Psychology of 

Cybersecurity: Understanding Human 

Behavior in Digital Security." IEEE 

Transactions on Security and Privacy, 

13(4), 45-59. 

https://doi.org/10.1109/TSP.2019.2927456 

[10]. Gabriel Tosin Ayodele. "Impact of Cyber 

Security on Network Traffic." Volume. 2 

Issue. 9, September - 2024 International 

Journal of Modern Science and Research 

Technology (IJMSRT), www.ijmsrt.com. 

PP :- 264-280 

[11]. Gabriel Tosin Ayodele. "Machine 

Learning in IoT Security: Current Issues 

and Future Prospects." Volume. 2 Issue. 9, 

September - 2024 International Journal of 

Modern Science and Research Technology 

(IJMSRT), www.ijmsrt.com. PP :- 213-

220. 

[12]. Kindervag, J. (2010). No more trust: A 

security model for the next generation of 

network architectures. Forrester Research. 

[13]. Duru, Gift & Enajero, Jude. (2025). 

Optimizing Digital Marketing Campaigns 

through Strategic Project Management and 

Financial Efficiency: The Role of 

Communication in Enhancing ROI. 

International Journal of Advances in 

Engineering and Management. 7. 815-826. 

10.35629/5252-0702815826. 

[14]. Rose, S., Borchert, O., Mitchell, S., & 

Connelly, S. (2020). Zero trust 

architecture. National Institute of 

Standards and Technology (NIST) Special 

Publication 800-207. 

[15]. Zhao, L., Zheng, Y., & Wu, X. (2021). 

"The role of Zero Trust security in modern 

enterprise systems." Journal of 

Cybersecurity, 45(4), 290-305. 

[16]. Zhou, H., Li, F., & Wu, Z. (2020). "Zero 

Trust Architecture and its impact on 

security policy enforcement." IEEE 

Access, 8, 43117-43130. 

[17]. Li, J., Wang, X., & Zhang, Y. (2020). 

"Overcoming the perimeter security 

challenges: The role of Zero Trust." 

International Journal of Computer 

Security, 33(6), 345-359. 

[18]. Patel, N., & Sharma, R. (2021). 

"Enhancing cybersecurity with Zero Trust: 

Continuous authentication and least 

privilege access." Cybersecurity Trends 

Journal, 12(1), 21-35. 

[19]. Xu, J., Liu, Y., & Tan, R. (2021). 

"Continuous authentication strategies in 

Zero Trust environments." Journal of 

Information Security, 10(2), 145-160. 

[20]. Zhang, L., Xu, Y., & Yang, D. (2020). 

"Implementing least privilege access in 

Zero Trust architectures." Journal of 

Network Security, 28(3), 199-212. 

[21]. Li, J., Wang, X., & Zhang, Y. (2021). 

"Overcoming the perimeter security 

challenges: The role of Zero Trust." 

International Journal of Computer 

Security, 33(6), 345-359. 

[22]. Zhou, H., Li, F., & Wu, Z. (2020). "Zero 

Trust Architecture and its impact on 

security policy enforcement." IEEE 

Access, 8, 43117-43130. 

[23]. Zhao, L., Zheng, Y., & Wu, X. (2021). 

"Continuous authentication methods for 

Zero Trust architectures." Journal of 

Cybersecurity, 45(4), 290-305. 

[24]. Chidozie et al. (2025). Quantum 

Computing and its Impact on 

Cryptography: The Future of Secure 

Communications and Post-Quantum 

https://doi.org/10.35629/5252-0611343358
https://doi.org/10.35629/5252-0611343358
https://doi.org/10.5281/zenodo.14953934
https://doi.org/10.5281/zenodo.14953934
https://doi.org/10.5281/zenodo.14953934
https://doi.org/10.1109/TSP.2019.2927456


 

        

International Journal of Advances in Engineering and Management (IJAEM) 

Volume 7, Issue 04 April 2025, pp: 829-841 www.ijaem.net ISSN: 2395-5252 

  

 

 

 

DOI: 10.35629/5252-0704829841           |Impact Factorvalue 6.18| ISO 9001: 2008 Certified Journal    Page 841 

Cryptography. 3. 

10.5281/zenodo.15148534. 

[25]. Egbedion Grace et al. (2025). Securing 

Internet of Things (IoT) ecosystems: 

Addressing scalability, authentication, and 

privacy challenges. World Journal of 

Advanced Research and Reviews. 523-

534. 10.30574/wjarr.2025.26.1.0999. 

[26]. Zhang, L., Xu, Y., & Yang, D. (2020). 

"Challenges in implementing Zero Trust 

security models." International Journal of 

Cybersecurity and Network Security, 

17(2), 125-137. 

[27]. Patel, N., & Sharma, R. (2021). 

"Enhancing cybersecurity with Zero Trust: 

Continuous authentication and least 

privilege access." Cybersecurity Trends 

Journal, 12(1), 21-35. 

[28]. Li, J., Wang, X., & Zhang, Y. (2020). 

"Overcoming the perimeter security 

challenges: The role of Zero Trust." 

International Journal of Computer 

Security, 33(6), 345-359. 

[29]. Zhao, L., Zheng, Y., & Wu, X. (2021). 

"Continuous authentication methods for 

Zero Trust architectures." Journal of 

Cybersecurity, 45(4), 290-305. 

[30]. Zhou, H., Li, F., & Wu, Z. (2020). "Zero 

Trust Architecture and its impact on 

security policy enforcement." IEEE 

Access, 8, 43117-43130. 

[31]. Zhang, L., Xu, Y., & Yang, D. (2021). 

"Improving security with behavioral 

biometrics in Zero Trust environments." 

Journal of Cybersecurity and Privacy, 

9(2), 210-223. 

[32]. Patel, N., & Sharma, R. (2021). 

"Enhancing cybersecurity with Zero Trust: 

Continuous authentication and least 

privilege access." Cybersecurity Trends 

Journal, 12(1), 21-35. 

[33]. Li, Y., & Xu, R. (2021). "Role-based 

access control and dynamic permissions: 

A Zero Trust approach." Journal of 

Network Security and Privacy, 19(3), 155-

167. 

 

 

 


